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To learn more, check out this blog by SentinelOne Labs:
Reversing Petya - Latest Ransomware Variant
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https://www.sentinelone.com/blogs/reversing-petya-latest-ransomware-variant/

