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Baselining
What are your organization’s 
priorities or key interest areas 
when it comes to integrating AI 
into your everyday workflows? 
What are your current 
challenges?

● o integrating AI into your everyday workflows? What are you current 
challenges?
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Deployment & Risk 
Mitigation

6

How does your organization think 
about safely and securely leveraging 
AI?

How does your organization leverage 
rapid integration of Artificial 
Intelligence to address today's 
threats?
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Deployment & Risk 
Mitigation
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As AI technology continues to 
advance, how - if at all - is your 
organization viewing partnerships to 
execute its mission?

Who are you partnering with?
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Looking ahead

8

2025 is the year of AI Agents. How 
has the continued attention 
around AI and generative AI 
impacted your organization’s 
cybersecurity planning heading 
into the coming year?



Megan Stifel
Chief Strategy Officer, Institute for Security & Technology

Megan Stifel is the Chief Strategy Officer at the Institute for Security and Technology, 
where she also leads the organization’s cyber-related work. Megan previously served as 
Global Policy Officer at the Global Cyber Alliance and as the Cybersecurity Policy Director 
at Public Knowledge. She is a Visiting Fellow at the National Security Institute. Megan's 
prior government experience includes serving as a Director for International Cyber Policy 
at the National Security Council. Prior to the NSC, Ms. Stifel served in the U.S. 
Department of Justice as Director for Cyber Policy in the National Security Division
and as counsel in the Criminal Division’s Computer Crime and Intellectual Property 
Section. Before law school, Ms. Stifel worked for the U.S. House of Representatives 
Permanent Select Committee on Intelligence. She received a Juris Doctorate from Indiana 
University and a Bachelor of Arts, magna cum laude, from the University of Notre Dame. 
She is a member of the Aspen Global Leadership Network as a Liberty Fellow.



Ely Kahn
VP Product Management  SentinelOne

Ely Kahn is VP Product Management at SentinelOne, where he leads product 
management across the endpoint security, identity security, exposure management, 
cloud security, and threat services product lines. Previously, he was Head of Product for 
AWS Security Hub. Before his time at AWS, Ely was a co-founder for Sqrrl, a security 
analytics startup that AWS acquired and is now Amazon Detective. Earlier, Ely served in 
a variety of positions in the federal government, including Director of Cybersecurity at 
the National Security Council in the White House.
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Previously, Ms. Morgan Adamski was the Chief of the Cybersecurity Collaboration Center for NSA’s Cybersecurity Directorate where she led 
the Agency’s open private sector relationships to secure the Defense Industrial Base and its service providers. During her time there, she 
revitalized the way NSA collaborates with the private sector to harden billions of endpoints against nation-state cyber threats. Ms. Adamski 
also served as the Deputy Strategic Mission Manager for NSA’s Cybersecurity Directorate and was responsible for leading complex and 
groundbreaking initiatives for the agency specifically aimed at gaining insights against nation-state cyber actors and collaborating with the 
private sector.

For more than a decade, Ms. Adamski has been at the forefront of NSA’s Computer Network Defense, Computer Network Exploitation, and 
Cyber analysis missions. Prior to her position in CSD, she served as a senior Cyber Policy Advisor to the Deputy Assistant Secretary for 
Defense (DASD) for Cyber Policy. Ms. Adamski acted as technical and operational subject matter expert to the DASD for Cyber Policy, 
specializing in operational issues in the Middle East and Eurasia area of responsibility. She was a primary contributor to the 2018 DoD 
Cyber Strategy and was responsible for orchestrating the Department’s new approach to cyber deterrence.

Ms. Adamski served as a Chief Operating Officer for NSA’s offensive cyber mission from 2016-2018, responsible for planning and executing 
operations against some of the agency’s hardest intelligence targets. Prior to serving in NSA’s offensive mission, she served as the NSA 
Deputy Director’s executive assistant (2014-2016) and as a senior SME for the Middle East cyber analysis office (2010-2014).



Maria Cardow
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Maria Cardow is the Global CIO for Aon Cyber Solutions. The majority of her 25-
year career has been spent driving digital transformations for top firms like 
Goldman Sachs, MSCI, Citadel, Merrill Lynch, Credit Suisse, and CIBC. 
Mentorship, education, and team-building are central to her roles. Maria is an 
active member of the Executive Women’s Forum (EWF), supporting women in 
cybersecurity, and a leader in various diversity groups within Aon and the 
Insurance industry. 
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