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Panel Debate ▪ This panel of cyber experts 
will debate the most 
controversial questions at 
the forefront of today’s 
cyber industry

▪ Hear both sides and 
differing opinions 
on critical questions



Should Governments Ban 
Ransom Payments?



Is the Potential Reversal of 
Biden’s Executive Orders on 
14028 in the Best Interests of 
Private Sector Organizations?



Is the Information Going to 
the Board or Decision-
Makers Sufficient to Make 
Informed Decisions about 
Cyber Risk?



Should CISOs or Businesses 
Be Criminally or Civilly Liable 
Post-Breach? 
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Partner, Baker McKenzie

Justine focuses her practice on both proactive and reactive cybersecurity and data privacy services, 
representing clients in matters related to information governance, diligence in acquisitions and investments, 
incident preparedness and response, the California Consumer Privacy Act, privacy litigation, and cyber 
litigation.

She provides actionable and practical guidance to help businesses manage data, technology, cyber threats, 
privacy, security and digital assets. As businesses navigate complex and far-reaching laws and regulations, 
Justine proactively creates compliance programs customized to client needs and budgets, including data 
mapping, vendor management, privacy and security by design, cyber risk management and mitigation, 
eWorkforce policies, data retention and destruction policies and implementation, consumer request 
workflows, cyber-awareness policies and trainings, and CCPA/CPRA readiness audits. She also provides 
reactive cyber services, including incident response, crisis management, privileged forensic investigations 
into business email compromises, data breaches and ransomware attacks, compliance with notice 
obligations to individuals and regulators, regulatory inquiries and investigations, and cyber litigation. 
Justine also handles employment litigation and counseling, as well as commercial litigation.

Justine received her law degree from the University of San Diego School of Law (magna cum laude) and her 
Bachelor of Arts from the University of San Diego.

Justine Phillips
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VP of Legal, SentinelOne

Lital Leichtag-Fuks is the Vice President of Legal at SentinelOne, where she oversees the global commercial, 
privacy, and product legal teams. Since joining the company in 2018 as its second attorney, Lital has 
supported SentinelOne’s growth from a startup to a publicly traded company, helping to establish 
its legal department and compliance program.

Before SentinelOne, Lital practiced law in both the United States and Israel, advising technology companies 
on matters related to technology, privacy, and intellectual property. Her experience spans a wide range 
of legal and regulatory issues, with a focus on supporting innovation while ensuring compliance in fast-
moving industries.

Lital Leichtag-Fuks
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Principal - KPMG

Experienced Cyber Security Expert with over 20 years of investigating, prosecuting and remediating cyber 
and data incidents. A former LA County Prosecutor, Jonathan co founded the LA High Tech Crimes Division. 
He prosecuted the first major breach case in the US and co created the curriculum at the US DOJ National 
Computer Forensic Institute. He is a testifying expert on Theft of Intellectual Property, Computer Intrusion and 
Identity Theft, and a trusted C-Suite advisor on qualifying and managing cyber risk globally.

Jonathan Fairtlough
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Co-Chair Privacy, Sec, Data Gov., Wiley Rein

Megan Brown Co-Chairs the Privacy, Cyber and Data Governance practice at Wiley Rein LLP. Her team 
advises global clients and associations at the cutting edge of emerging tech from AI to IoT.  Megan helps 
companies prepare for and comply with new cybersecurity regulations, best practices and standards, 
including incident reporting obligations and baseline obligations.  She represents corporations in complex 
agency investigations and Congressional inquiries about cyber and network security.  She has led advocacy 
work in Congress and testified in the U.S. Senate. She helps organizations engage in implementation of 
Executive Orders (AI, cybersecurity, data transfers, and more) and proceedings at the CISA, FCC, FTC, 
DOJ, Commerce and NIST, as well as in the states.  She has led a client’s legal challenge to TSA 
cybersecurity directives issued without appropriate legal process and foundation. 

Megan, a former senior Department of Justice official, serves on the U.S. Chamber of Commerce’s 
Cybersecurity Leadership Council, is a Senior Fellow at George Mason law school’s National Security 
Institute, co-hosted a cybersecurity podcast with American University’s School of Public Service and 
CrowdStrike, and serves on the Board of the Women’s High-Tech Coalition.

Megan Brown
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Chief Strategy Officer, Institute for Security & Technology

Megan Stifel is the Chief Strategy Officer at the Institute for Security and Technology, where she also leads 
the organization’s cyber-related work. Megan previously served as Global Policy Officer at the Global Cyber 
Alliance and as the Cybersecurity Policy Director at Public Knowledge. She is a Visiting Fellow at the 
National Security Institute. Megan's prior government experience includes serving as a Director for 
International Cyber Policy at the National Security Council. Prior to the NSC, Ms. Stifel served in the U.S. 
Department of Justice as Director for Cyber Policy in the National Security Division and as counsel in the 
Criminal Division’s Computer Crime and Intellectual Property Section. Before law school, Ms. Stifel worked 
for the U.S. House of Representatives Permanent Select Committee on Intelligence. She received a Juris 
Doctorate from Indiana University and a Bachelor of Arts, magna cum laude, from the University of Notre 
Dame. She is a member of the Aspen Global Leadership Network as a Liberty Fellow.

Megan Stifel
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